Advancing the Professionals | Connecting the Community | Excelling the Profession

AiSP Events and Updates

AiSP Ladies in Cyber — Capture the Flag 2025
9 March 2025
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Step into the dynamic world of cybersecurity with our Ladies' Capture the Flag (CTF) Competition,
an interactive, hands-on experience designed exclusively for women. This competition offers
participants the chance to engage in real-world cybersecurity scenarios, solving puzzles in areas
such as cryptography, network security, and web exploitation.

Through guided challenges, participants will gain practical skills, from identifying vulnerabilities to
simulating attacks and defenses, providing invaluable exposure to cybersecurity tools and
techniques in a supportive, collaborative environment.

Join us to unlock your potential, connect with like-minded peers, and gain confidence in tackling

cybersecurity challenges head-on.

Register here



https://forms.office.com/r/vCRWua9mKf
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AiSP Ladies in Cyber Symposium 2025
9 March 2025
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AISP will be organising the fourth Ladies in Cyber Symposium on
09 March 2025 (Sun) at Marina Bay Sands (MBS) as part of the
International Women’s Day Celebration 2025 for female Youths

and PMETs to know more about the importance of Cybersecurity

and how women can play a role in it. We are expecting 150
Youths and professionals for the symposium. We are pleased to
have with us Senior Minister of State for Ministry of Foreign
Affairs & Ministry of National Development — Ms Sim Ann to be
our distinguished Guest of Honour for the event.

The theme for the Ladies in Cyber Symposium 2025 is
Accelerating Action: Empowering Women’s Equality in
Cybersecurity. In alignment with International Women’s Day’s call
to #AccelerateAction for women's equality, the 2025 Ladies in
Cyber Symposium will explore how gender diversity can propel
innovation in cybersecurity. Ladies in Cyber Symposium 2025
event will feature Friendship Circles - small group discussions led
by mentors that provide a supportive space for women to share
experiences, seek advice, and build connections. Participants will
engage in hands-on activities, workshops, and inspiring talks,
focusing on overcoming barriers and driving real change to foster
equality within the cybersecurity industry.

Register here

AiSP x Cyber Security Agency of Singapore (CSA) x Rapid7
Security Day Singapore 2025
11 March 2025

RAPIDY) | AISP

SECURING WHAT'S NEXT,

s
SINGAPORE

11 March Tuesday | 2:30pm - 6:00pm | NTUC Centre, One Marina Boulevard

Join us at the AiSP x Cyber Security Agency of Singapore
(CSA) x Rapid7 Security Day Singapore on Tuesday, 11th
March 2025, to gain an in-depth understanding of how the cyber
threat landscape will evolve in 2025.

Special Guest Speaker
Hear from Veronica Tan, Director of the Safer Cyberspace
Division at the Cyber Security Agency of Singapore (CSA). Her
keynote, "From Risk to Resilience - Cybersecurity as Your
Competitive Advantage,” will explore strategies for leveraging
cybersecurity to drive business resilience and success.

2025 Threat Predictions
Rapid7's CTO will reveal emerging threats and evolving attack
vectors, offering actionable prevention tactics to help you stay
ahead of cybercriminals and prepare for the challenges of
tomorrow.

Spotlight on Emerging Fields
Discover the latest advancements in Continuous Red-Teaming
(CTEM), Cyber Asset Attack Surface Management (CAASM),
and Attack Surface Management (ASM) on the Rapid7
Platform. See how these cutting-edge approaches are simplifying
risk and compliance management through practical, real-world
use cases.

Register here



https://forms.office.com/r/vCRWua9mKf
https://info.rapid7.com/dc/pmwbi8KSJN7SgK55cAN6SH0khSD7SO-unrIH2rQY2WkxqCkbkIz3Ah0BajNQyB4IB7PSPuC1GWh8yjfDL1Aegw==/NDExLU5BSy05NzAAAAGYAguJwPNJ6d2JNfPVOMleQMOgWm_TbIL5bPUUyM5ZAyVPycceX1-0FAh4vTxt0E4bJlSJnbs=
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AiSP LITE Conference 2025
8 April 2025
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LITE CONFERENCE

8 APRIL 2025

9AM-3PM
Narina 3ay Sanrz Convarticn Centre

The Legal Investigative Technology Experts (LITE) Conference is
a specialized event designed to bring together professionals from
the legal, investigation, and technology space to explore the role
of cutting-edge technology in the field of legal investigations. As
the digital landscape continues to evolve, the intersection of
technology, law, and investigation has become more complex,
requiring experts to stay ahead of the curve to effectively tackle
emerging challenges.

This conference offers a unique platform for legal professionals,

law enforcement, forensic experts, and technology innovators to

engage in discussions and collaborations on the use of advanced

investigative tools, software, and methodologies. Key topics often

include digital forensics, e-discovery, data privacy, cybersecurity,

Al in investigations, blockchain, and the integration of emerging
technologies into legal frameworks.

Organized by AiSP, through keynote presentations, and expert
panels, participants will gain insights into how innovative tools and
practices are shaping the future of digital investigations.

For AiSP Member, please reach out to AiSP Secretariat for
Complimentary ticket

Register here

BOK book

NEWLY LAUNCHED!

IS-BOK 2.0

INFORMAT!ON SECU!}ITY

s o "
#BODY OF KNOWLED@

Publistied by

AISP

Price: $87.20 (inclu GST)
Scan the qr code for payment! =
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Get our newly launched Information Security Body of Knowledge
(BOK) Physical Book at $87.20 (after GST).

While stocks last!

Please scan the QR Code in the poster to make the payment of

$87.20 (inclusive of GST) and email secretariat@aisp.sg with

your screenshot receipt and we will follow up with the collection
details for the BOK book.



https://www.eventbrite.sg/e/aisp-lite-conference-tickets-1217349066829?aff=oddtdtcreator
mailto:secretariat@aisp.sg

Security Predictions Webinar Votiro - Hop on to a Demo Support NTUC Union Member
19 February 2025 Recruitment
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Securing Files
Everywhere

NTUC UNION MEMBERS
GET UP TO $250 TRAINING
BENEFIT PER YEAR

RECEIVE 50°/° COURSE FEES UNDER THE
UNION TRAINING ASSISTANCE PROGRAMME (UTAP)

We take a Zero Trust approach to threat prevention
and data exposure — one that removes all possible
malware and privacy risks whether they're known
or not.
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rising vulnerabilities are redefining the ) b )
cyber battlefield. As more companies and compliance capabilities, and actionable
use Al to discover infrastructure data insights, our Data Security solution

vulnerabilities, it increases both the |Protects organizations from countless digital
number of identified vulnerabilities, and,| threats that pose unnecessary risks to your
potentially, the risk of exploitation. Join| employees, your customers, and your
us at the Trend Micro Security reputation.
Predictions 2025 workshop to uncover
what are the top cyber threats that will
disrupt enterprise operations and user
security and stay ahead of the curve

with insights to securing the artificial
future. Register here
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Register here



https://visit.trendmicro.com/NjA1LVNGVy0zOTMAAAGYahe0CHGKw8xuxCM71W7O8O9LqjFHuuQm-uP2GREbWPyp1rL5V3HgHdoCESL2yxJZsUnLY6Y=
https://votiro.com/book-a-demo/?utm_source=aisp&utm_medium=partner
https://www.ntuc.org.sg/uportal/memberships/become-a-member?CampaignCode=UA-ONLINEAISP

AiISP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course
(QISP) E-Learning
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Preparatory

E-Learning
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Prepare for the Qualified Information Security Professional (QISP) examination

with our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with modular courses, interactive learning
and quizzes. Complete the course in a month or up to 12 months! Enjoy lean-forward learning moments with our QISP/QISA
preparatory e-learning course. Receive a certificate of completion upon completion of the e-learning course. Fees do not

include QISP examination voucher. Register your interest here!



https://forms.gle/T9eJn74MHh3TMqkf7

Advertisement

New versions launched!

EC-Council

Building A Culture Of Security Building A Culture OF Security

FORENSIC INVESTIGATOR V11

Build Ultimate Investigative Skills And
Organizational Forensic Readiness With
Advanced Strategie:

Master Skills of Forensic
Decode - Compile  Def

MASTER PREDICTIVE

TRAIN FOR NEXT GENERATION FOR
NETWORK SECURITY PROACTIVE DEFENSE

® Protect @ Detect @ Respond @ Predict Plon Collect Analyze

The question is not if, but when a cyber incident will occur?

EC-Council's Certified Incident Handler (ECIH) program equips students with the knowledge, skills, and abilities to effectively
prepare for, deal with, and eradicate threats and threat actors in an incident.

The newly launched Version 3 of this program provides the entire process of Incident Handling and Response and hands-

on labs that teach the tactical procedures and techniques required to effectively Plan, Record, Triage, Notify and
Contain.

ECIH also covers post incident activities such as Containment, Eradication, Evidence Gathering and Forensic Analysis,
leading to prosecution or countermeasures to ensure the incident is not repeated.

With over 95 labs, 800 tools covered, and exposure to Incident Handling activities on four different operating systems,
ECIH provides a well-rounded, but tactical approach to planning for and dealing with cyber incidents.

Special discount available for AiSP members, email aisp@wissen-intl.com for details!

Click here for our Contributed Contents from our partners Click
here for the job postings available for a cybersecurity career
Click here to view the SME Cyber Safe Portal

Click here to view AiSP Cyber Wellness Portal

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594 Please click here to

unsubscribe if you do not wish to receive emails from AiSP.
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